BRITISH COLUMBIA
UTILITIES COMMISSION

ORDER
NUMBER R-17-12

SIXTH FLOOR, 900 HOWE STREET, BOX 250
VANCOUVER, BC V6Z2N3 CANADA
web site: http://www.bcuc.com

TELEPHONE: (604) 660-4700
BC TOLL FREE: 1-800-663-1385
FACSIMILE: (604) 660-1102

IN THE MATTER OF
the Utilities Commission Act, R.S.B.C. 1996, Chapter 473

and

Reliability Standards in British Columbia
Amendment to Compliance Monitoring Program
regarding Notices of Alleged Violations (NOAV)

BEFORE: L.F. Kelsey, Commissioner
N.E. MacMurchy, Commissioner April 19,2012
R.D. Revel, Commissioner

ORDER
WHEREAS:

A.  Section 125.2 of the Utilities Commission Act (Act) assigns exclusivejurisdiction to determine whether a “reliability
standard,” as defined in the Act, isinthe publicinterestand should be adopted in British Columbia by the British
Columbia Utilities Commission (Commission). By Order G-123-09,the Commission approved the Compliance
Monitoring Program (CMP) for monitoringand enforcement of adopted reliability standards and appointed the
Western Electricity Coordinating Council (WECC) as its Administrator for registration and monitoring complia nceas per
section 8 of the Act;

B. Section 4.0 of the CMP describes the process for Notices of Alleged Violations (NOAV) leadingto a Commission
confirmation of a violation;

C. The Commission,inconsultation with the Commission’s Administrator for MRS, has determined that a revision to
section 4.0 of the CMP is necessaryto allow more opportunity for consultation and revisions of NOAV’s for disputed
violations beforethe disputegoes to a hearing.

NOW THEREFORE pursuantto section 125.2 (10) of the Act, the Commission amends section 4.0 of the CMP as attached to
this Order.

DATED at the City of Vancouver, inthe Province of British Columbia, this 2" day of May 2012.

BY ORDER
Original signed by:
L.F. Kelsey

Commissioner
Attachment

Orders/R-17-12-MRS-Revision to s. 4.0 of CMP
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Compliance Monitoring Program

1.0

11

1.2

INTRODUCTION

The Commission has developed this Compliance Monitoring Program to be usedin British
Columbiato monitorand assess compliance with Reliability Standards. Thisisaccomplished
throughthe nine (9) compliance monitoring processes outlined in Section 2.0.

DEFINITIONS INCORPORATED BY REFERENCE

1.1.1 ThedefinitionsinSection 2 of the Rules of Procedure are incorporatedintothe
Compliance Monitoring Program. Otherterms used but not specifically defined in the
Rules of Procedure or in the Compliance Monitoring Program are defined in the NERC
Glossary of Terms Used in Reliability Standards, 12 February 2008, or as adopted by the
Commission from time to time or otherwise have their commonly understood meanings
inthe electricpowerindustry.

DEFINITIONS SPECIFIC TO COMPLIANCE MONITORING PROGRAM

1.2.1 Annual AuditPlan: A plan developed annually by the Administratorand approved by the
Commission thatidentifies the Reliability Standards and Applicable Entities to be
audited, the schedule of Compliance Audits, and Compliance Audit Participant
requirements for the calendaryear. The Annual AuditPlanis part of the
Implementation Plan.

1.2.2 Appeal: An appeal froma Commission orderunderthe Actandincludesanapplication
for reconsideration under Section 99 of the Act.

1.2.3 Audit Committee Report: A report prepared by a Compliance Audit Committee
established underSection 2.1and delivered to the Administratorasinputintothe
Administrator’s Audit Report. The Audit Committee Reportincludes adescription of:
the objective, scope, and methodology of the Compliance Audit; any possibleviolations
of Reliability Standards identified; any Mitigation Plans or Remedial Action Directives,
which have been completed orare pendingin the year of the Compliance Audit; and any
relevant Restricted Information notincludedinthe Report.

1.2.4 Audit Guidelines: Guidelines used by the Administratorto guide the conductofa
Compliance Audit, which are ina form approved by the Commission.

1.2.5 Audit Report: A reportforthe Commission pursuantto Section 2.1, which conveys
Information regarding an Applicable Entity’s possible compliance or non-compliance
with Reliability Standards.

1.2.6 Complaint: An allegation that an Applicable Entity has violated a Reliability Standard.

1.2.7 Compliance Audit: A systematicand objective reviewand examination of an Applicable
Entity’s Information and activities to evaluate compliance with Reliability Standards.

Appendix 2—Page 1
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Compliance Monitoring Program

1.2.8 Compliance Audit Committee: The individuals charged with undertakinga Compliance
Audit, pursuantto Section 2.1. Members of the Compliance Audit Committee must (i)
be free of conflicts of interest; (ii) havesigned Confidentiality Agreements; and (iii) have
successfully completed Commission approved auditortraining.

1.2.9 Compliance AuditParticipants: Applicable Entities scheduled to be audited and the
Compliance Audit Committee members.

1.2.10 Compliance Investigation Committee: The individuals charged with undertakinga
Compliance Violation Investigation, pursuant to Section 2.4. Members of the
Compliance Investigation Committee must (i) be free of conflicts of interest; (ii) have
signed Confidentiality Agreements; and (iii) have successfully completed Commission
approvedtrainingapplicable to the Compliance Violation Investigation.

1.2.11 Compliance Violation Investigation: Acomprehensive investigation, which mayinclude
an on-site visit with interviews of the appropriate personnel, to determineif a possible
violation of a Reliability Standard has occurred.

1.2.12 Days: Calendardays unless otherwise specified.

1.2.13 Exception Reporting: Information submitted by an Applicable Entity pursuantto Section
2.7 indicatingthat a violation of a Reliability Standard has occurred (e.g., asystem
operatinglimit has been exceeded). Exception Reportingis specifically required by
some Reliability Standards and the Commission may identify other Reliability Standards
that require Exception Reportinginthe Implementation Plan.

1.2.14 Hearing: A hearingconducted bythe Commissionunderthe Act.
1.2.15 Implementation Plan: An annual plan approved by the Commission under Section 3.1.

1.2.16 Notice of Alleged Violation: Written notice from the Administratorto an Applicable
Entity of an Alleged Violation, which complies with the requirements of Section 4.1.

1.2.17 PeriodicInformation Submittals: Information submitted by an Applicable Entity pursuant
to Section 2.6 to demonstrate compliance with Reliability Standards.

1.2.18 Person: Includes acorporation, partnership or other party and any legal representative
of a persontowhom the context can apply accordingto law.

1.2.19 Remedial Action Directive: A Commission orderrequiring an Applicable Entity to address
a possible violation, Alleged Violation or Confirmed Violation of Reliability Standards,
issued by the Commission when it concludes thatimmediate remedial actionis
necessary to protect the reliability of the Bulk Power System.

1.2.20 Self-Certification: Attestation by an Applicable Entity astoits compliance ornon-
compliance with Reliability Standards that require self-certification and are included for
monitoringinanImplementation Plan.

Appendix 2—Page 2
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Compliance Monitoring Program

2.0

2.1

1.2.21 Self-Certification Reporting Schedule: The scheduleforSelf-Certification setoutinan

Implementation Plan.

1.2.22 Self-Reporting: Information prepared by an Applicable Entity pursuant to Section 2.5

identifying a possibleviolation of a Reliability Standard, based on the Applicable Entity's
own assessment, and any actions that were taken orwill be takento resolve the
possible violation.

1.2.23 Spot Checking: A request made to an Applicable Entity pursuantto Section 2.3 to provide

Information to support the Applicable Entity’s Self-Certification, Self-Reporting, or
PeriodicInformation Submittal and to assistin the assessment of whetherthe
Applicable Entity complies with Reliability Standards. Spot Checking may be random or
initiated inresponse to events, as described in the Reliability Standards, or by operating
problems orsystem events. Spot Checking may require an on-site reviewto complete.

1.2.24 Unscheduled Compliance Audit: A Compliance Audit thatis not identified in an Annual

AuditPlan.

COMPLIANCE MONITORING

COMPLIANCE AUDITS

The Administrator will perform Compliance Audit activities inamanner consistent with the approved
Implementation Plan and Annual Audit Plan. The Administrator may employ Audit Guidelines to
facilitate the Compliance Audit process.

2.1.1 Applicability: All Applicable Entities are subject to Compliance Audits for all applicable

Reliability Standards.

2.1.2 Notice to Applicable Entities: Priorto January 1 of the year covered by the Annual Audit

Plan, the Administrator will notify Applicable Entities subject to Compliance Audits
duringthe upcomingyear of: (i) the audit schedules, (ii) audit methods, and (iii)
Information requirements for the Compliance Audit. The Administratorwill give due
consideration toany schedule changes requested by Applicable Entities to avoid
unnecessary burdens. The Administrator will provide additional Information to the
Compliance Audit Participants, including audit materials, coordinating agendas and
changesto the audit schedule asrequired. Applicable Entities will be notifiedin atimely
manner (normally 60 Days in advance) of changes or revisions to scheduled Compliance
Auditdates.

2.1.3 Unscheduled Compliance Audit: The Commission may, inits discretion, authorize an

Unscheduled Compliance Audit of any Applicable Entity at any time. The Commission
may, in its discretion, direct the scope and content of an Unscheduled Compliance
Audit. The Administratorwill provide the Applicable Entity with atleast ten (10)
business days advance notice of an Unscheduled Compliance Audit. The notice must
identify the Compliance Audit Committee members and theirrecentemployment
history, and request Information required for the audit, includingacompleted pre -audit
questionnaire.

Appendix 2 —Page 3
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2.1.4 Scope Compliance Audit: A Compliance Auditincludes an audit of all Reliability Standards
applicable tothe Applicable Entity and monitored in the Implementation Plansin the
currentand three previous years, and may include other Reliability Standards applicable
to the Applicable Entity. If the Compliance Provisions accompanying a Reliability
Standard do not require retention of Information for the full period of the Compliance
Audit, the Compliance Auditis applicable to the Information retention period specified
inthe Compliance Provisions accompanying a Reliability Standard.

2.1.5 Process: The process stepsfora Compliance Auditare asfollows:

1)  Atleastsixty (60) Days priorto commencement of ascheduled Compliance Audit,
the Administrator will notify the Applicable Entity of the Compliance Audit,
identify the Compliance Audit Committee members and their recent employment
history, and request Information, including a completed pre-audit questionnaire.

2)  The Applicable Entity may object to the composition of the Compliance Audit
Committee. Such objections must be providedinwritingtothe Administrator, no
laterthan fifteen (15) Days priorto the start of on-site audit work. This fifteen (15)
Day requirement does notapply (i) where a Compliance Audit Committee
member has been appointed less than twenty (20) Days prior to the start of on-
site auditwork, in which case the Applicable Entity must provide any objections to
the Administrator within five (5) business days after receiving notice of the
appointment of the Compliance Audit Committee member; or (ii) in the case of an
Unscheduled Compliance Audit, in which case the Applicable Entity must provide
any objectionstothe Administrator, at least five (5) business days priorto the
start of start of on-site audit work for the Unscheduled Compliance Audit. The
Administrator will attemptto resolveany dispute overthe composition of the
Compliance Audit Committee informally with the Applicable Entity. If the
Administrator does not agree with the objection and cannotresolve the issue
informally, the Applicable Entity may request a determination by the Commission
by filing awritten request with the Commission no laterthan two (2) Days after
receiving notification fromthe Administratorthat the Administrator does not
agree withthe objection.

3)  Atthetime of the Compliance Audit, the Applicable Entity will provideto the
Compliance Audit Committee the required Informationin the format specifiedin
therequest.

4)  The Compliance Audit Committee will prepare adraft Audit Committee Report.
The Compliance Audit Committee will consider corrections based on comments of
the Applicable Entity and provide the final Audit Committee Reporttothe
Administrator.

5)  The Administrator will prepare a confidential Audit Report forthe Commission,
with a copy to the Applicable Entity. If the Audit Reportidentifies an Alleged
Violation, the Administrator may, and if directed by the Commission will, also
provide the Applicable Entity and the Commission with a Notice of Alleged
Violation underSection 4.1, and the process proceeds as set out in Section 4.0.

Appendix 2—-Page 4
Revised: April 19,2012



Compliance Monitoring Program

6) Unlessan Alleged Violation(s) is confirmed by the Commission following the
processsetoutinSection 4.0, the Audit Report will remain confidential.

2.1.6 Duration of Process: The Compliance Audit process normally concludes within sixty (60)
Days of the completion of the on-site audit work by the Compliance Audit Committee,
but may take longerifan Alleged Violation isidentified.

2.2 Self-Certification

The Administrator will develop a Self-Certification program forapproval by the Commission. The Self-
Certification program willinclude a Self-Certification Reporting Schedule and Self-Certification
documentation.

2.2.1 Applicability: Applicable Entities are required to self-certify their compliance with
applicable Reliability Standards at the times specified in a Commission-approved Self-
Certification Reporting Schedule. The Administrator will implementand maintain aSelf-
Certification program, including a Self-Certification Reporting Schedule and required
documentation, to be included in the annual Implementation Plan.

2.2.2 Process: The process steps for Self- Certification process are as follows:
1)  The Commissionwillapprove aSelf-Certification Reporting Schedule.

2) Upon approval by the Commission, the Administrator will post the Self-
Certification Reporting Schedule onits websiteand deliver notice of the Self-
Certification Reporting Schedule to the Applicable Entities. The Applicable Entity
must make a Self-Certification within the advance notice period specified by the
Compliance Provisions accompanying a Reliability Standard. If the Compliance
Provisions accompanying a Reliability Standard do not specify the advance notice
period, thisrequest will be issued in atimely manner (normally thirty (30) Days
advance notice).

3)  The Applicable Entity will provide Attestation tothe Administrator. A possible
violation of Reliability Standards identified by the Responsibility Entity will be
considered an Alleged Violation. The Administrator will provide the Applicable
Entity with a Notice of Alleged Violation under Section 4.1and the process
proceedsassetoutin Section 4.0.

4)  The Administrator may request additional Information from the Applicable Entity
as necessary.

5) If the Administratoridentifies an Alleged Violation, it may, and if directed by the
Commission will, providethe Commission and the Applicable Entity with a Notice
of Alleged Violation under Section 4.1and the process proceeds as set outin
Section 4.0.

2.2.3 Duration of Process: The Self-Certification process normally concludes within ninety (90)
Days fromthe time the Applicable Entity provides an Attestation, but may take longer if
an Alleged Violation is identified.

Appendix 2—Page 5
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2.2.4 Self-Certification Implications for Future Violations: If a Self-Certification accurately
identifies aviolation of a Reliability Standard, an identification of the same violationina
subsequent Compliance Audit or Spot Check will not give rise to an additional Confirmed
Violation unless the severity of the subsequent violationisfound to be greaterthan
reported by the Applicable Entity in the Self-Certification.

2.3 Spot Checking

The Administrator may, and at the direction of the Commission will, conduct Spot Checking.

2.3.1 Applicability: All Applicable Entities are subject to Spot Checking forapplicable Reliability
Standards.

2.3.2 Scope and Purpose of Spot Checks: Spot Checking may be initiated at any time to verify
or confirm Self-Certifications, Self Reporting, and Periodic Information Submittals. Spot
Checking may also be random or may be initiated in response to events, as describedin
the Reliability Standards, or by operating problems, orsystem events. An Unscheduled
Compliance Audit may be initiated as necessary, pursuant to Section 2.1.3.

2.3.3 Process: The process stepsforSpot Checkingare as follows:

1)

2)

3)

4)

The Administrator will notify the Applicable Entity, with a copy to the Commission,
that Spot Checking will be performed, and willadvise of the reason forthe Spot
Checking, within the advance notice period specified by the Compliance Provisions
accompanying a Reliability Standard. If the Compliance Provisions accompanying a
Reliability Standard do not specify the advance notice period, the Applicable
Entity will have twenty (20) Days to submitthe Information or make itavailable
for review.

The Spot Checking may require submission of Information, oran on-site review.

The Applicable Entity will provide required Information to the Administratorin the
formatspecifiedinthe request.

The Administrator will review the Information and may request the Applicable
Entity to provide clarification or additional Information.

The Administrator will review with the Applicable Entity its draft assessment of
the Applicable Entity’s compliance, and provide an opportunity forthe Applicable
Entity to comment onthe draftassessment.

The Administrator will completethe assessment of the Applicable Entity and
provide areportto the Commissionandthe Applicable Entity indicating the
results of the Spot Checking.

If the Administratoridentifies an Alleged Violation, thenit may, and if directed by
the Commission will, provide the Commission and the Applicable Entity witha
Notice of Alleged Violation underSection 4.1and the process proceeds as set out
inSection 4.0.

Appendix 2—Page 6
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2.3.4 Duration of Process: The Spot Checking process normally concludes within ninety (90)
Days from the time the Applicable Entity first provides Information to the Administrator,
but may take longerifan Alleged Violationisidentified.

2.4 Compliance Violation Investigations

The Administrator may, and at the direction of the Commission will, conduct Compliance Violation

Investigations.

2.4.1 Applicability: All Applicable Entities are subject to Compliance Violation Investigationsfor
applicable Reliability Standards.

2.4.2 Scope and Purpose of Compliance Violation Investigation: The Commission, orthe
Administrator, may initiate a Compliance Violation Investigation atany time inresponse
to a systemdisturbance, Complaint, or possible violation of a Reliability Standard
identified by any other means. Compliance Violation Investigations are a separate
process from Compliance Audits.

2.4.3 Process: The process stepsfora Compliance Violation Investigation are as follows:

1)

2)

4)

If the Commission, orthe Administrator, is notified orbecomes aware of
circumstances indicating a possibleviolation of a Reliability Standard and
considers thata Compliance Violation Investigation is warranted, then the
Administrator will notify the Applicable Entity of adecision toinitiate a
Compliance Violation Investigation.

Once advised of a Compliance Violation Investigation, the Applicable Entity will
preserve all Information relevant to the Compliance Violation Investigation.

The Administrator will request Information and provide alist of individuals on the
Compliance Investigation Committee and theirrecentemployment history. If the
Compliance Provisions accompanying a Reliability Standard do not specify the
advance notice period, the requestand notification will be issued with no less
than twenty (20) Days advance notice.

Within ten (10) business days of receiving the notification of a Compliance
Violation Investigation, an Applicable Entity subject to a Compliance Violation
Investigation may objecttoany member of the Compliance Inve stigation
Committee onthe grounds of a conflict of interest or the existence of other
circumstancesthat couldinterfere with the Compliance Investigation Committee
member’simpartial performance of his or her duties. Such objections mustbe
providedin writing to the Administrator. The Administrator willattemptto
resolve any dispute overthe composition of the Compliance Investigation
Committee informally with the Applicable Entity. If the Administrator does not
agree withthe objection and cannot resolve the issue informally, the Applicable
Entity may request adetermination by the Commission by filingawritten request
with the Commission nolaterthan two (2) Days after receiving notification from
the Administratorthat the Administrator does notagree with the objection.
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5)

6)

If necessary, the Compliance Violation Investigation may include an on-site visit
with interviews of the appropriate personnel and review of Information.

The Applicable Entity will provide the required Information to the Administratorin
the format as specifiedinthe request.

The Administrator will review Information from the Applicable Entity, and may
requestadditional Information if necessary foracomplete assessment.

The Administrator will provide areport of its findings to the Commission, with a
copy to the Applicable Entity.

If the Administratoridentifies an Alleged Violation, then it may, and if directed by
the Commission will, provide the Applicable Entity with a Notice of Alleged
Violation under Section 4.1and the process proceeds as setout in Section 4.0.

2.4.4 Duration of Process: The Compliance Violation Investigation process normally concludes
within one hundred and twenty (120) Days from the time notice of the Compliance
Violation Investigation, but may take longer if an Alleged Violation is identified.

2.5 Self-Reporting

The Administrator will receive and process Self-Reports by Applicable Entities.

2.5.1 Applicability: All Applicable Entities are encouraged to Self-Report, but are not obligated
to do so.

2.5.2 Scope and Purpose of Self-Reporting: Self-Reportingis encouraged when a Applicable
Entity becomesaware of (i) a violation of a Reliability Standard, or (ii) achange in the
nature or severity of a previous Confirmed Violation.

2.5.3 Process: The process steps forSelf-Reportingare as follows:

1)

2)

3)

4)

The Administrator will post the Self-Reporting submittal forms and ensure that
they are maintained andavailable onits webssite.

The Applicable Entity will provide the Self-Reporting Information to the
Administrator.

The Administrator will review the Information and may request the Applicable
Entity to provide clarification oradditional Information.

The Administrator will completethe review of the Applicable Entity, including a
review of any Mitigation Plan, and will notify the Applicable Entity of the results.

If the Administratoridentifies an Alleged Violation, thenit may, and if directed by
the Commission will, provide the Commission and the Applicable Entity witha
Notice of Alleged Violation underSection 4.1, and the process proceeds as set out
inSection 4.0.
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2.5.4 Duration of Process: The Self-Reporting process normally concludes within sixty (60)
Days from the time the Applicable Entity first provides Self-Reporting Information, but
may take longerif an Alleged Violationisidentified.

2.6 Periodic Information Submittals

The Administrator will implement and maintain the Periodic Information Submittals process.

2.6.1 Applicability: PeriodicInformation Submittals are required forall Applicable Entities with
respectto applicable Reliability Standards.

2.6.2 Scope and Frequency of Periodic Information Submittals: The timing of Periodic
Information Submittalsis determined in accordance with the schedule (i) stated in the
Compliance Provisions accompanying the applicable Reliability Standard, (ii) in the
Implementation Plan, or (iii) as otherwise directed by the Commission.

2.6.3 Process: The process stepsforPeriodicInformation Submittal are as follows:

1)

2)

3)

4)

5)

The Commission willapprove specificrequirements for Periodic Information
Submittals unless aschedule is already specified in the Compliance Provisions
accompanyingthe applicable Reliability Standard.

The Administrator will post the current Periodic Information Submittal schedule
onitswebsite. The Administratorwillkeep Applicable Entities informed of
changes and/orupdates by delivering notice to Applicable Entities.

The Administrator will issue arequestto the Applicable Entity foraPeriodic
Information Submittalin accordance with the Commission-approved schedule for
PeriodicInformation Submittal. Requests for PeriodicInformation Submittals will
beissued by the Administratorto Applicable Entities with atleastthe minimum
advance notice period specified by the applicable Reliability Standard. If the
Compliance Provisions accompanying the applicable Reliability Standard do not
specify an advance notice period, the request willbe issued with noless than
twenty (20) Days advance notice.

The Applicable Entity will provide the requested Information to the Administrator
inthe formatas specifiedinthe request.

The Administrator will review with the Applicable Entity the Information and may
request the Applicable Entity to provide clarification oradditional Information.

The Administrator will provide the Applicable Entity with a draftreportand
opportunity forthe Applicable Entity to comment onthe reportbeforeitis
finalized.

The Administrator will completeits assessment of the Applicable Entity for
compliance with the Reliability Standard and will notify the Applicable Entity of its
assessment.
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8) If the Administratoridentifies an Alleged Violation, thenit may, and if directed by
the Commission will, provide the Commission and the Applicable Entity with a
Notice of Alleged Violation under Section 4.1and the process proceeds as set out
inSection 4.0.

2.6.4 Duration of Process: The Periodic Data Submittal process normally concludes within ten
(10) Days fromthe time the Applicable Entity first provides the Information, but may
take longerifan Alleged Violation is identified.

2.7 Exception Reporting
The Administrator will develop an Exception Reporting process for approval by the Commission.

2.7.1 Applicability: Exception Reportingis required forall Applicable Entities forapplicable
Reliability Standards and for otherstandards identified by the Commissioninthe
Implementation Plan.

2.7.2 Scope and Purpose of Exception Reporting: The Compliance Provisions accompanying
some Reliability Standards require reporting of exceptions to compliance with the
Reliability Standard as aform of compliance monitoring. The Commission may also
identify inthe Implementation Plan other standards for which Exception Reportingis
required. Applicable Entities must providetothe Administrator reportsidentifyingany
exceptionstothe extent required by the Compliance Provisions accompanyingthe
applicable Reliability Standard or as otherwise directed by the Commission. Applicable
Entities must also advise the Administratoras tothe numberof exceptions that have
occurred within a giventime period identified by the Commission, evenif the number of
exceptionsiszero.

2.7.3 Process: The process steps for Exception Reporting are as follows:

1) When an Applicable Entity submits an Exception Report to the Administrator, the
Administrator will review the Exception Report and may requestthe Applicable
Entity to provide clarification or additional Information.

2) If the Administratoridentifies an Alleged Violation, thenit may, and if directed by
the Commission will, provide the Applicable Entity with a Notice of Alleged
Violation underSection 4.1and the process proceeds as setout in Section 4.0.

2.8 Complaints

The Commission, or the Administrator, willconduct any furtherinvestigatory activities following receipt
of a Complaint. All complaints are to be filed with the Commission.

2.8.1 Applicability: All Applicable Entities are subjecttothe Complaints processforapplicable
Reliability Standards.

2.8.2 Scope and Purpose of Complaints Process: The Commission will review Complaints
alleging violations of a Reliability Standard.
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2.9

3.0

3.1

2.8.3 Process: The process stepsforthe Complaints process are as follows:

1)

2)

3)

4)

Complainants will submit Complaints to the Commission. The Complaintshould
include sufficient Information to enable the Commission to make an assessment
of whetherthe initiation of aCompliance Violation Investigation is warranted.
The Commission may determine not to act on a Complaintif the Complaintis
incomplete and does notinclude sufficient Information.

The Commission willdetermine based on areview of the Complaint, and any
otherInformation within the Commission’s possession, whethera Compliance
Violation Investigation underSection 2.4is warranted.

If the Commission determines thata Compliance Violation Investigationis
warranted, then it will direct the Administratortoinitiate the Compliance
Violation Investigation in accordance with Section 2.4.

Ifthe Commission determines thata Compliance Violation Investigationis not
warranted, then it will notify the complainant and the Applicable Entity that no
furtheraction will be taken.

2.8.4 Duration of Process: The Complaints process normally concludes within sixty (60) Days
fromthe time a Complaintis submitted tothe Commission, but may take longerif
Compliance Violation Investigation appears warranted.

2.8.5 Confidentiality: Complaints are treated as confidential.

Reserve Sharing

2.9.1 Proof of Compliance: An ApplicableEntity will be considered to be in compliance witha
requirement of aReliability Standard to hold reserves if the Applicable Entity has
arranged for provision of reserves asa member of a reserve sharing group that has
registered with WECCin the United States of America. The Commission may require an
Applicable Entity to file details of the reserve sharingarrangement. The Commission
may also require confirmation from WECC, by means of information obtained by WECC
throughits United States compliance monitoring activities related to the reserve sharing
group, that the Applicable Entity has complied with its reserve sharing obligations under
such reserve sharing arrangement.

ANNUAL IMPLEMENTATION AND AUDIT PLANS

Implementation Plan

3.1.1 Submittal Date: By November 1 of each year, the Administrator will propose an
Implementation Plan for the following calendar year for Commission approval.

3.1.2 Scope and Purpose of Implementation Plan: The Implementation Plan will:

Appendix 2 —Page 11
Revised: April 19,2012



Compliance Monitoring Program

4.0

4.1

1)

2)

3)

6)

7)

Identify all Reliability Standards to be actively monitored in accordance with the
monitoring processes outlined in Section 2.0during the upcoming calendaryear,
togetherwithaschedule;

Identify other Reliability Standards proposed for pro-active monitoring by the
Administratorincluding those that require Exception Reporting;

Identify the methods to be used by the Administrator for reporting, monitoring,
evaluating, and assessingthe performance criteria, including the measures, for
each Reliability Standard;

Include an Annual Audit Plan;

Include asummary report of the Confirmed Violations during the previous year
and the status of any applicable Mitigation Plans;

Include aSelf-Certification Schedule; and

Identify any additional Periodic Information Submittal requirements.

3.1.3 Publication: Once approved by the Commission, the Implementation Plan will be posted
on the Administrator’s website, with appropriate links from the Commission’s website.

NOTICE OF ALLEGED VIOLATION

Notification to Applicable Entity of Alleged Violation

4.1.1 Recipientsof Notice: A Notice of Alleged Violation required by acompliance monitoring
processoutlinedinSection 2.0will be provided tothe Applicable Entity’s Compliance
Contact. A Notice of Alleged Violation will be treated as confidential unless and until the
Commission confirms the Alleged Violation as a Confirmed Violation.

4.1.2 Scope and Purpose of Notice: A Notice of Alleged Violation must contain, ata minimum:

1)

2)

4)

The Reliability Standard and the specificrequirement(s) of the Reliability Standard
that are the subject matterof the Alleged Violation;

The date or datesthe Alleged Violation occurred (oris occurring);

The facts and evidence that allegedly demonstrate or constitute the Alleged
Violation;

A detailed reminder of (i) the Applicable Entity’s rights and obligations pursuant to
Section 4.2, and (ii) the right underSection 5.1.2to file a Mitigation Plan while
contesting an Alleged Violation.
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4.2 Applicable Entity Response

4.2.1 Time for Response: The Applicable Entity has thirty (30) Days to respond to a Notice of

Alleged Violation. Responses are to be submitted to the Commissionand the
Administrator. If the Applicable Entity fails to respond within thirty (30) Days, the
Commission may consider the Alleged Violation in the absence of a submission from the
Applicable Entity.

4.2.2 Applicable Entity Options for Response:' The Applicable Entity has two optionsin

4.2.3

4.2.4

4.2.5

respondingto a Notice of Alleged Violation:

1) The Applicable Entity may agree with the Alleged Violation(s), and agree to
submitandimplement a Mitigation Plan to correct the Alleged Violation(s) and
related underlying cause(s), in accordance with Section 5.0(Option 1), or

2) The Applicable Entity may contest the Alleged Violation(s), provide an
explanation of its position, andinclude any supporting information (Option 2).

If the Applicable Entity elects Option 1, the Commission will issue an Order confirming
the Alleged Violation(s).

Ifthe Applicable Entity elects Option 2, the Administrator will review the explanation of
the Applicable Entity’s position, and

4.2.4.1 Ifthe Administratoragreeswith ordoesnotobjectto the Applicable Entity’s
position on some orall of the contested violation(s), within sixty (60) Days of
receivingthe responseto the Notice of Alleged Violation the Administrator
will withdraw the original Notice of Alleged Violation and may issue a Revised
Notice of Alleged Violation, or

4.2.4.2 |Ifthe Administratordisagrees with orobjectstothe Applicable Entity’'s
position onall of the contested violation(s), the Administrator will, within sixty
(60) Days, issue alettertothe Commission and the Applicable Entity affirming
the Notice of Alleged Violation.

The Applicable Entity has thirty (30) Days to respond to the Revised Notice of Alleged
Violation. Responses are to be submitted tothe Commission and the Administrator. If
the Applicable Entity fails to respond within thirty (30) Days, the Commission may
considerthe Alleged Violation(s) in the absence of asubmission from the Applicable
Entity.

4.2.5.1 Ifthe ApplicableEntity agrees with the Revised Notice of Alleged Violation
and agreestosubmitand implement a Mitigation Plan to correct the Alleged
Violation(s) and related underlying cause(s) in accordance with Section 5.0,
the Commission will issuean Order confirming the Alleged Violation(s).

! Revised by OrderR-17-12
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5.0

5.1

5.2

4.2.5.2 Wherethe Applicable Entity contests the Revised Notice of Alleged Violation,
it may provide an explanation of its position and any supporting
documentation.

4.2.5.3 Ifthe ApplicableEntity contests the Revised Notice of Alleged Violation, orthe
Administrator affirms the Notice of Alleged Violation, the Commission will
hold a Hearing.

MITIGATION PLANS
Requirement for Submission of Mitigation Plans

5.1.1 Where Confirmed Violation: An Applicable Entity found to be in Confirmed Violation of a
Reliability Standard must prepare (i) a proposed Mitigation Plan to correct the
Confirmed Violation, or (ii) a description of how the Confirmed Violation has been
mitigated.

5.1.2 Where Alleged Violation: An Applicable Entity may elect to prepare a Mitigation Plan
while contestingan Alleged Violation. The preparation, submission orimplementation
of a Mitigation Plan will not be an admission of the Alleged Violation. Inthe eventthe
Commission dismisses the Alleged Violation, the Applicable Entity is notrequiredto
continue to prepare or implement the Mitigation Plan.

5.1.3 A Mitigation Plan does not take effect until approved by the Commission.
Contents of Mitigation Plans
5.2.1 A Mitigation Plan mustinclude the following Information:

1)  TheApplicable Entity’s point of contact forthe Mitigation Plan, who mustbe a
person (i) responsibleforfilingthe Mitigation Plan, (ii) technically knowledgeable
regarding the Mitigation Plan, and (iii) authorized and competenttorespondto
guestions regarding the status of the Mitigation Plan.

2)  TheAllegedorConfirmed Violation(s) of Reliability Standard(s) the Mitigation Plan
will correct.

3)  Thecause of the Alleged or Confirmed Violation(s).

4)  The Applicable Entity’s action planto correct the Alleged or Confirmed
Violation(s).

5)  The Applicable Entity’s action plan to preventrecurrence of the Alleged or
Confirmed Violation(s).

6) Theanticipatedimpact of the Mitigation Plan on the Bulk Power System reliability
and an action planto mitigate any increased risk to the reliability of the Bulk
PowerSystem whilethe Mitigation Planis beingimplemented.
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7)  Atimetable forcompletion of the Mitigation Planincluding the completion date
by which the Mitigation Plan will be fullyimplemented and the Alleged or
Confirmed Violation(s) corrected.

8) Implementation milestones no more than ninety (90) Days apart for Mitigation
Plans with expected completion dates more than ninety (90) Days from the date
of submission.

9)  AnyotherInformation as directed by the Commission.

5.2.2 The Mitigation Plan must be signed by an authorized representative of the Applicable
Entity.

5.3 Time for Filing of Mitigation Plans

5.3.1 WhenAlleged Violation: A Mitigation Planin respect of an Alleged Violation may be
submitted atanytime.

5.3.2 When Confirmed Violation: A Mitigation Planinrespect of a Confirmed Violation must
be submitted by the Applicable Entity within ten (10) business days following
confirmation by the Commission.

5.4 Time for Completion of Mitigation Plans

5.4.1 In all casesthe Mitigation Plan should be completed without delay. Inany event, the
Mitigation Plan must be completedintime to have a reasonable possibility to correct all
of the Alleged or Confirmed Violation(s) prior to the next Compliance Audit, Self-
Certification, Self-Reporting, or Periodic Review, whichever comes first. At the request of
the Applicable Entity, the Commission may extend the Mitigation Plan completion
deadline. Inreachingits decision regarding whetherto grant the extension, the
Commission may consider factors such as: (i) the length of time before the next
assessment period (i.e., eventdriven or monthly assessments), (ii) construction
requirementsinthe Mitigation Plan that extend beyond the next assessment period, or
(iii) other extenuating circumstances.

5.5 Subsequent Alleged Violations of Similar Nature

5.5.1 SubsequentAlleged Violations of asimilar nature to the subject matter of an accepted
Mitigation Plan arising duringthe period of time the accepted Mitigation Planis being
implemented willbe recorded and reported to the Commission by the Administrator as
Alleged Violations. However, the Commission may, inits discretion, decide not to
confirmthe Alleged Violations as Confirmed Violations.

5.5.2 SubsequentAlleged Violations of asimilar nature to the initial Alleged Violation may not
be heldinabeyance if (i) the Applicable Entity has notyet submitted a Mitigation Plan,
or (ii) the Applicable Entity has submitted a Mitigation Plan butitisrejected by the
Commission.
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5.6

5.7

Process for Receiving Proposed Mitigation Plans

5.6.1

5.6.2

5.6.3

5.6.4

5.6.5

5.6.6

5.6.7

Proposed Mitigation Plans are first submitted by the Applicable Entity to the Commission
and the Administrator.

The Administrator will completeits review of the proposed Mitigation Plan, and will
advise the Applicable Entity whetheritagrees or disagrees with the proposed Mitigation
Plan, within thirty (30) Days of receipt. If the Administratordisagrees with the proposed
Mitigation Plan, detailed reasons forits disagreement will be provided to the Applicable
Entity.

If the Administratoragrees with the proposed Mitigation Plan, it will promptly forward
the proposed Mitigation Plan to the Commission, accompanied by arecommendation of
acceptance.

If the Administratordisagrees with the proposed Mitigation Plan,the Applicable Entity
can, atits option, either (i) apply to the Commission for acceptance of its proposed
Mitigation Plan, or(ii) submit arevised Mitigation Plan to the Commission and the
Administrator. The Administrator will notify the Applicable Entity withinten (10)
business days afterreceipt of arevised Mitigation Plan whether the Administrator
agrees or disagrees with the revisions.

If the Administratorstill disagrees with the Applicable Entity’s revisions to the proposed
Mitigation Plan, the Applicable Entity can, atits option, either (i) apply tothe
Commission foracceptance of its proposed Mitigation Plan, or (ii) submit further
revisionstoits proposed Mitigation Plan within ten (10) business days. The
Administrator will notify the Applicable Entity within ten (10) business days afterreceipt
of a furtherrevised proposed Mitigation Plan whetherthe Administratoragreesor
disagrees with the furtherrevisions.

If the Administratorstill disagrees with the further revisions to the proposed Mitigation
Plan, the Applicable Entity must promptly apply to the Commission foracceptance of its
proposed Mitigation Plan. The Administrator will advise the Commission of its reasons
for disagreeing with a proposed Mitigation Plan.

Followingreceipt of the application for acceptance of the proposed Mitigation Plan and
the Administrator’s reasons for disagreeing with the proposed Mitigation Plan, the
Commission will hold aHearing.

Completion/Confirmation of Implementation of Mitigation Plans

5.7.1 The Applicable Entity must provide updates at least quarterly tothe Commission and the

5.7.2

Administrator on the progress of the Mitigation Plan. The Administrator will track the
Mitigation Plan to completion and may conduct on-site visits and review status during
audits to monitor Mitigation Plan implementation.

Upon completing implementation of the Mitigation Plan, the Applicable Entity must
provide Attestation to the Commission and the Administrator that all required actions
described in the Mitigation Plan have been completed and must include Information
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5.8

6.0

6.1

7.0

7.1

sufficient to verify completion. The Commission orthe Administrator may conduct Spot
Checking or Compliance Auditsin accordance with Section 2.0to verify that all required
actions in the Mitigation Plan have been completed.

5.7.3 In the event all required actions in the Mitigation Plan are not completed within the
applicable deadline, the Administrator will report to the Commission any additional
Alleged Violation(s) of the Reliability Standard that was the subject of the Mitigation
Plan that occurred since the Commission approved the Mitigation Plan.

Recordkeeping

5.8.1 Information meetingthe definitions of Confidential Information or Personal Information
in the Rules of Procedure must be handled in accordance with Section 6 of the Rules of
Procedure.

REMEDIAL ACTION DIRECTIVES
Purpose and Scope

6.1.1 Purpose:The Commission may,initssole discretion, issue aRemedial Action Directive

pursuantto Section 72 and Section 73 of the Act to protect the reliability of the Bulk
PowerSystem.

6.1.2 Scope: ARemedial Action Directive mayinclude, butis notlimitedto, any of the
following: specifying operating or planningcriteria, limits, or limitations; requiring
specificsystem studies; defining operating practices or guidelines; requiring
confirmation of Information, practices, or procedures throughinspection testing or
other methods; requiring specifictraining for personnel; requiring development of
specificoperating plans; directingan Applicable Entity to develop and comply with a
Mitigation Plan; imposingincreased auditing oradditional training requirements; and
requiringan Applicable Entity to cease an activity that may constitute aviolationofa
Reliability Standard.

6.1.3 WhenOrdered: The Commission may, inits sole discretion, issueaRemedial Action
Directive atany time, regardless of whethera possible or Alleged Violation has been
confirmed by the Commission as a Confirmed Violation.

DOCUMENT PRODUCTION BY THE ADMINISTRATOR
Documents to be Produced

7.1.1 Ifthe Commission conducts a Hearing with respectto an Alleged Violation of a Reliability
Standard, the Administrator will make available forinspection and copying at the
Commission offices in Vancouver, British Columbia by the Applicable Entity all
Information relevantto the Alleged Violations and prepared or obtained in connection
with the process that led to the initiation of aHearing, with the exception of the
Information describedin Section 7.2.1.
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7.2 Documents That May Be Withheld

7.2.1 The Commission, and the Administrator, are notrequired to disclose toan Applicable
Entity any portion of a documentthat contains privileged legal advice.
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	1.0 INTRODUCTION
	1.1 Definitions Incorporated by Reference
	1.1.1 The definitions in Section 2 of the Rules of Procedure are incorporated into the Compliance Monitoring Program.  Other terms used but not specifically defined in the Rules of Procedure or in the Compliance Monitoring Program are defined in the N...

	1.2 Definitions Specific to Compliance Monitoring Program
	1.2.1 Annual Audit Plan: A plan developed annually by the Administrator and approved by the Commission that identifies the Reliability Standards and Applicable Entities to be audited, the schedule of Compliance Audits, and Compliance Audit Participant...
	1.2.2 Appeal: An appeal from a Commission order under the Act and includes an application for reconsideration under Section 99 of the Act.
	1.2.3 Audit Committee Report: A report prepared by a Compliance Audit Committee established under Section 2.1 and delivered to the Administrator as input into the Administrator’s Audit Report.  The Audit Committee Report includes a description of: the...
	1.2.4 Audit Guidelines:  Guidelines used by the Administrator to guide the conduct of a Compliance Audit, which are in a form approved by the Commission.
	1.2.5 Audit Report: A report for the Commission pursuant to Section 2.1, which conveys Information regarding an Applicable Entity’s possible compliance or non-compliance with Reliability Standards.
	1.2.6 Complaint: An allegation that an Applicable Entity has violated a Reliability Standard.
	1.2.7 Compliance Audit: A systematic and objective review and examination of an Applicable Entity’s Information and activities to evaluate compliance with Reliability Standards.
	1.2.8  Compliance Audit Committee: The individuals charged with undertaking a Compliance Audit, pursuant to Section 2.1.  Members of the Compliance Audit Committee must (i) be free of conflicts of interest; (ii) have signed Confidentiality Agreements;...
	1.2.9 Compliance Audit Participants: Applicable Entities scheduled to be audited and the Compliance Audit Committee members.
	1.2.10 Compliance Investigation Committee:  The individuals charged with undertaking a Compliance Violation Investigation, pursuant to Section 2.4.  Members of the Compliance Investigation Committee must (i) be free of conflicts of interest; (ii) have...
	1.2.11 Compliance Violation Investigation: A comprehensive investigation, which may include an on-site visit with interviews of the appropriate personnel, to determine if a possible violation of a Reliability Standard has occurred.
	1.2.12 Days: Calendar days unless otherwise specified.
	1.2.13 Exception Reporting: Information submitted by an Applicable Entity pursuant to Section 2.7 indicating that a violation of a Reliability Standard has occurred (e.g., a system operating limit has been exceeded).  Exception Reporting is specifical...
	1.2.14 Hearing:  A hearing conducted by the Commission under the Act.
	1.2.15 Implementation Plan: An annual plan approved by the Commission under Section 3.1.
	1.2.16 Notice of Alleged Violation: Written notice from the Administrator to an Applicable Entity of an Alleged Violation, which complies with the requirements of Section 4.1.
	1.2.17 Periodic Information Submittals: Information submitted by an Applicable Entity pursuant to Section 2.6 to demonstrate compliance with Reliability Standards.
	1.2.18 Person: Includes a corporation, partnership or other party and any legal representative of a person to whom the context can apply according to law.
	1.2.19 Remedial Action Directive: A Commission order requiring an Applicable Entity to address a possible violation, Alleged Violation or Confirmed Violation of Reliability Standards, issued by the Commission when it concludes that immediate remedial ...
	1.2.20 Self-Certification: Attestation by an Applicable Entity as to its compliance or non-compliance with Reliability Standards that require self-certification and are included for monitoring in an Implementation Plan.
	1.2.21 Self-Certification Reporting Schedule: The schedule for Self-Certification set out in an Implementation Plan.
	1.2.22 Self-Reporting: Information prepared by an Applicable Entity pursuant to Section 2.5 identifying a possible violation of a Reliability Standard, based on the Applicable Entity's own assessment, and any actions that were taken or will be taken t...
	1.2.23 Spot Checking: A request made to an Applicable Entity pursuant to Section 2.3 to provide Information to support the Applicable Entity’s Self-Certification, Self-Reporting, or Periodic Information Submittal and to assist in the assessment of whe...
	1.2.24 Unscheduled Compliance Audit: A Compliance Audit that is not identified in an Annual Audit Plan.


	2.0 COMPLIANCE MONITORING
	2.1 Compliance Audits
	The Administrator will perform Compliance Audit activities in a manner consistent with the approved Implementation Plan and Annual Audit Plan.  The Administrator may employ Audit Guidelines to facilitate the Compliance Audit process.
	2.1.1 Applicability: All Applicable Entities are subject to Compliance Audits for all applicable Reliability Standards.
	2.1.2 Notice to Applicable Entities: Prior to January 1 of the year covered by the Annual Audit Plan, the Administrator will notify Applicable Entities subject to Compliance Audits during the upcoming year of: (i) the audit schedules, (ii) audit metho...
	2.1.3 Unscheduled Compliance Audit: The Commission may, in its discretion, authorize an Unscheduled Compliance Audit of any Applicable Entity at any time.  The Commission may, in its discretion, direct the scope and content of an Unscheduled Complianc...
	2.1.4 Scope Compliance Audit: A Compliance Audit includes an audit of all Reliability Standards applicable to the Applicable Entity and monitored in the Implementation Plans in the current and three previous years, and may include other Reliability St...
	2.1.5 Process: The process steps for a Compliance Audit are as follows:
	1) At least sixty (60) Days prior to commencement of a scheduled Compliance Audit, the Administrator will notify the Applicable Entity of the Compliance Audit, identify the Compliance Audit Committee members and their recent employment history, and re...
	2) The Applicable Entity may object to the composition of the Compliance Audit Committee.  Such objections must be provided in writing to the Administrator, no later than fifteen (15) Days prior to the start of on-site audit work. This fifteen (15) Da...
	3) At the time of the Compliance Audit, the Applicable Entity will provide to the Compliance Audit Committee the required Information in the format specified in the request.
	4) The Compliance Audit Committee will prepare a draft Audit Committee Report.  The Compliance Audit Committee will consider corrections based on comments of the Applicable Entity and provide the final Audit Committee Report to the Administrator.
	5) The Administrator will prepare a confidential Audit Report for the Commission, with a copy to the Applicable Entity.  If the Audit Report identifies an Alleged Violation, the Administrator may, and if directed by the Commission will, also provide t...
	6) Unless an Alleged Violation(s) is confirmed by the Commission following the process set out in Section 4.0, the Audit Report will remain confidential.

	2.1.6 Duration of Process: The Compliance Audit process normally concludes within sixty (60) Days of the completion of the on-site audit work by the Compliance Audit Committee, but may take longer if an Alleged Violation is identified.

	2.2 Self-Certification
	The Administrator will develop a Self-Certification program for approval by the Commission.  The Self-Certification program will include a Self-Certification Reporting Schedule and Self-Certification documentation.
	2.2.1 Applicability: Applicable Entities are required to self-certify their compliance with applicable Reliability Standards at the times specified in a Commission-approved Self-Certification Reporting Schedule.  The Administrator will implement and m...
	2.2.2 Process: The process steps for Self- Certification process are as follows:
	1) The Commission will approve a Self-Certification Reporting Schedule.
	2) Upon approval by the Commission, the Administrator will post the Self-Certification Reporting Schedule on its website and deliver notice of the Self-Certification Reporting Schedule to the Applicable Entities.  The Applicable Entity must make a Sel...
	3) The Applicable Entity will provide Attestation to the Administrator.  A possible violation of Reliability Standards identified by the Responsibility Entity will be considered an Alleged Violation.  The Administrator will provide the Applicable Enti...
	4) The Administrator may request additional Information from the Applicable Entity as necessary.
	5) If the Administrator identifies an Alleged Violation, it may, and if directed by the Commission will, provide the Commission and the Applicable Entity with a Notice of Alleged Violation under Section 4.1 and the process proceeds as set out in Secti...

	2.2.3 Duration of Process: The Self-Certification process normally concludes within ninety (90) Days from the time the Applicable Entity provides an Attestation, but may take longer if an Alleged Violation is identified.
	2.2.4 Self-Certification Implications for Future Violations: If a Self-Certification accurately identifies a violation of a Reliability Standard, an identification of the same violation in a subsequent Compliance Audit or Spot Check will not give rise...

	2.3 Spot Checking
	2.3.1 Applicability: All Applicable Entities are subject to Spot Checking for applicable Reliability Standards.
	2.3.2 Scope and Purpose of Spot Checks: Spot Checking may be initiated at any time to verify or confirm Self-Certifications, Self Reporting, and Periodic Information Submittals.  Spot Checking may also be random or may be initiated in response to even...
	2.3.3 Process: The process steps for Spot Checking are as follows:
	1) The Administrator will notify the Applicable Entity, with a copy to the Commission, that Spot Checking will be performed, and will advise of the reason for the Spot Checking, within the advance notice period specified by the Compliance Provisions a...
	2) The Spot Checking may require submission of Information, or an on-site review.
	3) The Applicable Entity will provide required Information to the Administrator in the format specified in the request.
	4) The Administrator will review the Information and may request the Applicable Entity to provide clarification or additional Information.
	5) The Administrator will review with the Applicable Entity its draft assessment of the Applicable Entity’s compliance, and provide an opportunity for the Applicable Entity to comment on the draft assessment.
	6) The Administrator will complete the assessment of the Applicable Entity and provide a report to the Commission and the Applicable Entity indicating the results of the Spot Checking.
	7) If the Administrator identifies an Alleged Violation, then it may, and if directed by the Commission will, provide the Commission and the Applicable Entity with a Notice of Alleged Violation under Section 4.1 and the process proceeds as set out in ...

	2.3.4 Duration of Process: The Spot Checking process normally concludes within ninety (90) Days from the time the Applicable Entity first provides Information to the Administrator, but may take longer if an Alleged Violation is identified.

	2.4 Compliance Violation Investigations
	2.4.1 Applicability: All Applicable Entities are subject to Compliance Violation Investigations for applicable Reliability Standards.
	2.4.2 Scope and Purpose of Compliance Violation Investigation: The Commission, or the Administrator, may initiate a Compliance Violation Investigation at any time in response to a system disturbance, Complaint, or possible violation of a Reliability S...
	2.4.3 Process: The process steps for a Compliance Violation Investigation are as follows:
	1) If the Commission, or the Administrator, is notified or becomes aware of circumstances indicating a possible violation of a Reliability Standard and considers that a Compliance Violation Investigation is warranted, then the Administrator will notif...
	2) Once advised of a Compliance Violation Investigation, the Applicable Entity will preserve all Information relevant to the Compliance Violation Investigation.
	3) The Administrator will request Information and provide a list of individuals on the Compliance Investigation Committee and their recent employment history.  If the Compliance Provisions accompanying a Reliability Standard do not specify the advance...
	4) Within ten (10) business days of receiving the notification of a Compliance Violation Investigation, an Applicable Entity subject to a Compliance Violation Investigation may object to any member of the Compliance Investigation Committee on the grou...
	5) If necessary, the Compliance Violation Investigation may include an on-site visit with interviews of the appropriate personnel and review of Information.
	6) The Applicable Entity will provide the required Information to the Administrator in the format as specified in the request.
	7) The Administrator will review Information from the Applicable Entity, and may request additional Information if necessary for a complete assessment.
	8) The Administrator will provide a report of its findings to the Commission, with a copy to the Applicable Entity.
	9) If the Administrator identifies an Alleged Violation, then it may, and if directed by the Commission will, provide the Applicable Entity with a Notice of Alleged Violation under Section 4.1 and the process proceeds as set out in Section 4.0.

	2.4.4 Duration of Process: The Compliance Violation Investigation process normally concludes within one hundred and twenty (120) Days from the time notice of the Compliance Violation Investigation, but may take longer if an Alleged Violation is identi...

	2.5 Self-Reporting
	The Administrator will receive and process Self-Reports by Applicable Entities.
	2.5.1 Applicability: All Applicable Entities are encouraged to Self-Report, but are not obligated to do so.
	2.5.2 Scope and Purpose of Self-Reporting: Self-Reporting is encouraged when a Applicable Entity becomes aware of (i) a violation of a Reliability Standard, or (ii) a change in the nature or severity of a previous Confirmed Violation.
	2.5.3 Process: The process steps for Self-Reporting are as follows:
	1) The Administrator will post the Self-Reporting submittal forms and ensure that they are maintained and available on its web site.
	2) The Applicable Entity will provide the Self-Reporting Information to the Administrator.
	3) The Administrator will review the Information and may request the Applicable Entity to provide clarification or additional Information.
	4) The Administrator will complete the review of the Applicable Entity, including a review of any Mitigation Plan, and will notify the Applicable Entity of the results.
	5) If the Administrator identifies an Alleged Violation, then it may, and if directed by the Commission will, provide the Commission and the Applicable Entity with a Notice of Alleged Violation under Section 4.1, and the process proceeds as set out in...

	2.5.4 Duration of Process: The Self-Reporting process normally concludes within sixty (60) Days from the time the Applicable Entity first provides Self-Reporting Information, but may take longer if an Alleged Violation is identified.

	2.6 Periodic Information Submittals
	The Administrator will implement and maintain the Periodic Information Submittals process.
	2.6.1 Applicability: Periodic Information Submittals are required for all Applicable Entities with respect to applicable Reliability Standards.
	2.6.2 Scope and Frequency of Periodic Information Submittals: The timing of Periodic Information Submittals is determined in accordance with the schedule (i) stated in the Compliance Provisions accompanying the applicable Reliability Standard, (ii) in...
	2.6.3 Process: The process steps for Periodic Information Submittal are as follows:
	1) The Commission will approve specific requirements for Periodic Information Submittals unless a schedule is already specified in the Compliance Provisions accompanying the applicable Reliability Standard.
	2) The Administrator will post the current Periodic Information Submittal schedule on its web site.  The Administrator will keep Applicable Entities informed of changes and/or updates by delivering notice to Applicable Entities.
	3) The Administrator will issue a request to the Applicable Entity for a Periodic Information Submittal in accordance with the Commission-approved schedule for Periodic Information Submittal.  Requests for Periodic Information Submittals will be issue...
	4) The Applicable Entity will provide the requested Information to the Administrator in the format as specified in the request.
	5) The Administrator will review with the Applicable Entity the Information and may request the Applicable Entity to provide clarification or additional Information.
	6) The Administrator will provide the Applicable Entity with a draft report and opportunity for the Applicable Entity to comment on the report before it is finalized.
	7) The Administrator will complete its assessment of the Applicable Entity for compliance with the Reliability Standard and will notify the Applicable Entity of its assessment.
	8) If the Administrator identifies an Alleged Violation, then it may, and if directed by the Commission will, provide the Commission and the Applicable Entity with a Notice of Alleged Violation under Section 4.1 and the process proceeds as set out in ...

	2.6.4 Duration of Process: The Periodic Data Submittal process normally concludes within ten (10) Days from the time the Applicable Entity first provides the Information, but may take longer if an Alleged Violation is identified.

	2.7 Exception Reporting
	The Administrator will develop an Exception Reporting process for approval by the Commission.
	2.7.1 Applicability: Exception Reporting is required for all Applicable Entities for applicable Reliability Standards and for other standards identified by the Commission in the Implementation Plan.
	2.7.2 Scope and Purpose of Exception Reporting: The Compliance Provisions accompanying some Reliability Standards require reporting of exceptions to compliance with the Reliability Standard as a form of compliance monitoring.  The Commission may also ...
	2.7.3 Process: The process steps for Exception Reporting are as follows:
	1) When an Applicable Entity submits an Exception Report to the Administrator, the Administrator will review the Exception Report and may request the Applicable Entity to provide clarification or additional Information.
	2) If the Administrator identifies an Alleged Violation, then it may, and if directed by the Commission will, provide the Applicable Entity with a Notice of Alleged Violation under Section 4.1 and the process proceeds as set out in Section 4.0.


	2.8 Complaints
	The Commission, or the Administrator, will conduct any further investigatory activities following receipt of a Complaint.  All complaints are to be filed with the Commission.
	2.8.1 Applicability: All Applicable Entities are subject to the Complaints process for applicable Reliability Standards.
	2.8.2 Scope and Purpose of Complaints Process: The Commission will review Complaints alleging violations of a Reliability Standard.
	2.8.3 Process: The process steps for the Complaints process are as follows:
	1) Complainants will submit Complaints to the Commission.  The Complaint should include sufficient Information to enable the Commission to make an assessment of whether the initiation of a Compliance Violation Investigation is warranted.  The Commissi...
	2) The Commission will determine based on a review of the Complaint, and any other Information within the Commission’s possession, whether a Compliance Violation Investigation under Section 2.4 is warranted.
	3) If the Commission determines that a Compliance Violation Investigation is warranted, then it will direct the Administrator to initiate the Compliance Violation Investigation in accordance with Section 2.4.
	4) If the Commission determines that a Compliance Violation Investigation is not warranted, then it will notify the complainant and the Applicable Entity that no further action will be taken.

	2.8.4 Duration of Process: The Complaints process normally concludes within sixty (60) Days from the time a Complaint is submitted to the Commission, but may take longer if Compliance Violation Investigation appears warranted.
	2.8.5 Confidentiality: Complaints are treated as confidential.

	2.9 Reserve Sharing
	2.9.1 Proof of Compliance: An Applicable Entity will be considered to be in compliance with a requirement of a Reliability Standard to hold reserves if the Applicable Entity has arranged for provision of reserves as a member of a reserve sharing group...


	3.0 ANNUAL IMPLEMENTATION AND AUDIT PLANS
	3.1 Implementation Plan
	3.1.1 Submittal Date: By November 1 of each year, the Administrator will propose an Implementation Plan for the following calendar year for Commission approval.
	3.1.2 Scope and Purpose of Implementation Plan: The Implementation Plan will:
	1) Identify all Reliability Standards to be actively monitored in accordance with the monitoring processes outlined in Section 2.0 during the upcoming calendar year, together with a schedule;
	2) Identify other Reliability Standards proposed for pro-active monitoring by the Administrator including those that require Exception Reporting;
	3) Identify the methods to be used by the Administrator for reporting, monitoring, evaluating, and assessing the performance criteria, including the measures, for each Reliability Standard;
	4) Include an Annual Audit Plan;
	5) Include a summary report of the Confirmed Violations during the previous year and the status of any applicable Mitigation Plans;
	6) Include a Self-Certification Schedule; and
	7) Identify any additional Periodic Information Submittal  requirements.

	3.1.3 Publication: Once approved by the Commission, the Implementation Plan will be posted on the Administrator’s website, with appropriate links from the Commission’s website.


	4.0 notice of alleged violation
	4.1 Notification to Applicable Entity of Alleged Violation
	4.1.1 Recipients of Notice:  A Notice of Alleged Violation required by a compliance monitoring process outlined in Section 2.0 will be provided to the Applicable Entity’s Compliance Contact.  A Notice of Alleged Violation will be treated as confidenti...
	4.1.2 Scope and Purpose of Notice: A Notice of Alleged Violation must contain, at a minimum:
	1) The Reliability Standard and the specific requirement(s) of the Reliability Standard that are the subject matter of the Alleged Violation;
	2) The date or dates the Alleged Violation occurred (or is occurring);
	3) The facts and evidence that allegedly demonstrate or constitute the Alleged Violation;
	4) A detailed reminder of (i) the Applicable Entity’s rights and obligations pursuant to Section 4.2, and (ii) the right under Section 5.1.2 to file a Mitigation Plan while contesting an Alleged Violation.


	4.2 Applicable Entity Response
	4.2.1 Time for Response: The Applicable Entity has thirty (30) Days to respond to a Notice of Alleged Violation.  Responses are to be submitted to the Commission and the Administrator.  If the Applicable Entity fails to respond within thirty (30) Days...
	4.2.2 Applicable Entity Options for Response:  The Applicable Entity has two options in responding to a Notice of Alleged Violation:


	5.0 MITIGATION PLANS
	5.1 Requirement for Submission of Mitigation Plans
	5.1.1 Where Confirmed Violation: An Applicable Entity found to be in Confirmed Violation of a Reliability Standard must prepare (i) a proposed Mitigation Plan to correct the Confirmed Violation, or (ii) a description of how the Confirmed Violation has...
	5.1.2 Where Alleged Violation: An Applicable Entity may elect to prepare a Mitigation Plan while contesting an Alleged Violation.  The preparation, submission or implementation of a Mitigation Plan will not be an admission of the Alleged Violation.  I...
	5.1.3 A Mitigation Plan does not take effect until approved by the Commission.

	5.2 Contents of Mitigation Plans
	5.2.1 A Mitigation Plan must include the following Information:
	1) The Applicable Entity’s point of contact for the Mitigation Plan, who must be a person (i) responsible for filing the Mitigation Plan, (ii) technically knowledgeable regarding the Mitigation Plan, and (iii) authorized and competent to respond to qu...
	2) The Alleged or Confirmed Violation(s) of Reliability Standard(s) the Mitigation Plan will correct.
	3) The cause of the Alleged or Confirmed Violation(s).
	4) The Applicable Entity’s action plan to correct the Alleged or Confirmed Violation(s).
	5) The Applicable Entity’s action plan to prevent recurrence of the Alleged or Confirmed Violation(s).
	6) The anticipated impact of the Mitigation Plan on the Bulk Power System reliability and an action plan to mitigate any increased risk to the reliability of the Bulk Power System while the Mitigation Plan is being implemented.
	7) A timetable for completion of the Mitigation Plan including the completion date by which the Mitigation Plan will be fully implemented and the Alleged or Confirmed Violation(s) corrected.
	8) Implementation milestones no more than ninety (90) Days apart for Mitigation Plans with expected completion dates more than ninety (90) Days from the date of submission.
	9) Any other Information as directed by the Commission.

	5.2.2 The Mitigation Plan must be signed by an authorized representative of the Applicable Entity.

	5.3 Time for Filing of Mitigation Plans
	5.3.1 When Alleged Violation: A Mitigation Plan in respect of an Alleged Violation may be submitted at any time.
	5.3.2 When Confirmed Violation: A Mitigation Plan in respect of a Confirmed Violation must be submitted by the Applicable Entity within ten (10) business days following confirmation by the Commission.

	5.4 Time for Completion of Mitigation Plans
	5.4.1 In all cases the Mitigation Plan should be completed without delay. In any event, the Mitigation Plan must be completed in time to have a reasonable possibility to correct all of the Alleged or Confirmed Violation(s) prior to the next Compliance...

	5.5 Subsequent Alleged Violations of Similar Nature
	5.5.1 Subsequent Alleged Violations of a similar nature to the subject matter of an accepted Mitigation Plan arising during the period of time the accepted Mitigation Plan is being implemented will be recorded and reported to the Commission by the Adm...
	5.5.2 Subsequent Alleged Violations of a similar nature to the initial Alleged Violation may not be held in abeyance if (i) the Applicable Entity has not yet submitted a Mitigation Plan, or (ii) the Applicable Entity has submitted a Mitigation Plan bu...

	5.6 Process for Receiving Proposed Mitigation Plans
	5.6.1 Proposed Mitigation Plans are first submitted by the Applicable Entity to the Commission and the Administrator.
	5.6.2 The Administrator will complete its review of the proposed Mitigation Plan, and will advise the Applicable Entity whether it agrees or disagrees with the proposed Mitigation Plan, within thirty (30) Days of receipt.  If the Administrator disagre...
	5.6.3 If the Administrator agrees with the proposed Mitigation Plan, it will promptly forward the proposed Mitigation Plan to the Commission, accompanied by a recommendation of acceptance.
	5.6.4 If the Administrator disagrees with the proposed Mitigation Plan, the Applicable Entity can, at its option, either (i) apply to the Commission for acceptance of its proposed Mitigation Plan, or (ii) submit a revised Mitigation Plan to the Commis...
	5.6.5 If the Administrator still disagrees with the Applicable Entity’s revisions to the proposed Mitigation Plan, the Applicable Entity can, at its option, either (i) apply to the Commission for acceptance of its proposed Mitigation Plan, or (ii) sub...
	5.6.6 If the Administrator still disagrees with the further revisions to the proposed Mitigation Plan, the Applicable Entity must promptly apply to the Commission for acceptance of its proposed Mitigation Plan.  The Administrator will advise the Commi...
	5.6.7 Following receipt of the application for acceptance of the proposed Mitigation Plan and the Administrator’s reasons for disagreeing with the proposed Mitigation Plan, the Commission will hold a Hearing.

	5.7 Completion/Confirmation of Implementation of Mitigation Plans
	5.7.1 The Applicable Entity must provide updates at least quarterly to the Commission and the Administrator on the progress of the Mitigation Plan.  The Administrator will track the Mitigation Plan to completion and may conduct on-site visits and revi...
	5.7.2 Upon completing implementation of the Mitigation Plan, the Applicable Entity must provide Attestation to the Commission and the Administrator that all required actions described in the Mitigation Plan have been completed and must include Informa...
	5.7.3 In the event all required actions in the Mitigation Plan are not completed within the applicable deadline, the Administrator will report to the Commission any additional Alleged Violation(s) of the Reliability Standard that was the subject of th...

	5.8 Recordkeeping
	5.8.1 Information meeting the definitions of Confidential Information or Personal Information in the Rules of Procedure must be handled in accordance with Section 6 of the Rules of Procedure.


	6.0 REMEDIAL ACTION DIRECTIVES
	6.1 Purpose and Scope
	6.1.1 Purpose: The Commission may, in its sole discretion, issue a Remedial Action Directive pursuant to Section 72 and Section 73 of the Act to protect the reliability of the Bulk Power System.
	6.1.2 Scope: A Remedial Action Directive may include, but is not limited to, any of the following: specifying operating or planning criteria, limits, or limitations; requiring specific system studies; defining operating practices or guidelines; requir...
	6.1.3 When Ordered: The Commission may, in its sole discretion, issue a Remedial Action Directive at any time, regardless of whether a possible or Alleged Violation has been confirmed by the Commission as a Confirmed Violation.


	7.0 DOCUMENT PRODUCTION BY THE ADMINISTRATOR
	7.1 Documents to be Produced
	7.1.1 If the Commission conducts a Hearing with respect to an Alleged Violation of a Reliability Standard, the Administrator will make available for inspection and copying at the Commission offices in Vancouver, British Columbia by the Applicable Enti...

	7.2 Documents That May Be Withheld
	7.2.1 The Commission, and the Administrator, are not required to disclose to an Applicable Entity any portion of a document that contains privileged legal advice.



